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1.0  [bookmark: _Toc256000000][bookmark: _Toc154056606]BACKGROUND
The mission of the Department of Veterans Affairs (VA), Office of Information & Technology (OI&T), Enterprise Program Management Office is to provide benefits and services to Veterans of the United States. In meeting these goals, OI&T strives to provide high quality, effective, and efficient Information Technology (IT) services to those responsible for providing care to the Veterans at the point-of-care as well as throughout all the points of the Veterans’ health care. VA depends on Information Management/Information Technology (IM/IT) systems to meet mission goals.
VA OI&T EPMO, Enterprise Portfolio Management Division (EPMD), Health Portfolio delivers world-class, Veteran-centric capabilities that provide secure, seamless delivery of services to Veterans and their families. The Health Portfolio consists of a variety of products, programs, and projects that deliver Veteran-centric technology solutions that are available, adaptable, secure, and cost-effective.
The Maintaining Internal Systems and Strengthening Integrated Outside Networks (MISSION) Act Section 134 focuses on the VA Participation in National Network of State-Based Prescription Drug-Monitoring Programs (PDMP). The mission requires VA to enter into an agreement with a national network, state, or regional PDMP, to allow licensed VA health care providers to query controlled substance prescriptions written in participating states or regions. It also requires VA health care providers practicing in states that do not have a PDMP to join the nearest state or regional PDMP. In 2019, a task order was awarded for a PDMP Integration Solution, which connected Veterans Health Information Systems and Technology Architecture (VistA) to the Prescription Monitoring Program (PMP) Gateway Software as a Service (SaaS) product. As a result, VA is seeking to maintain the PMP Gateway SaaS connection provided by Bamboo Health to VistA.

2.0  [bookmark: _Toc256000001][bookmark: _Ref252976827][bookmark: _Ref252976836][bookmark: _Toc154056607]APPLICABLE DOCUMENTS
[bookmark: _Toc251331939][bookmark: _Ref252782643][bookmark: _Ref252782644][bookmark: _Ref252782689][bookmark: _Toc6902885]The Contractor shall comply with the following documents, in addition to the documents in Paragraph 2.0 in the T4NG Basic Performance Work Statement (PWS), in the performance of this effort:

1. H.R. 5674: VA MISSION Act of 2018, Sec. 134 “Department of Veterans Affairs participation in national network of State-based prescription drug monitoring program.”
2. VHA Directive 1306 “Querying State Prescription Drug Monitoring Programs (PDMP),” October 2016
3. VHA Directive 1306 (1) “Querying State Prescription Drug Monitoring Programs (PDMP),” October 2019
4. “FedRAMP Continuous Monitoring Strategy Guide” version 3.2, April 4, 2018, https://www.fedramp.gov/assets/resources/documents/CSP_Continuous_Monitoring_Strategy_Guide.pdf 

3.0  [bookmark: _Toc256000002][bookmark: _Toc154056608]SCOPE OF WORK
The Contractor shall maintain the existing PMP Gateway SaaS solution which automatically connects to the existing PDMP clearinghouse from VistA. As part of this solution, the Contractor shall provide analysis, management, planning, modification, and testing of VA PDMP solution. The Contractor shall support Project Management, Requirements Elaboration, Configuration, System Engineering, Unit Testing, Functional Testing, System Testing, Acceptance Testing, Performance & Regression Testing, System and Software Documentation, Risk and Defect Management, System and Performance Metrics Capture, and Release. The Contractor shall also provide Warranty support for the features developed in this PWS within the period of performance (PoP). The contract also includes optional tasks for additional builds of the deployed solution for enhancements or development needs.

3.1 [bookmark: _Toc256000003][bookmark: _Toc300062767][bookmark: _Toc154056609]APPLICABILITY
This Task Order (TO) effort PWS is within the following scope of paragraph(s) of the T4NG Basic PWS:
	Paragraph #
	Applicable Title

	4.1
	Program Management, Strategy, Enterprise Architecture and Planning Support

	4.1.1
	Strategy and Planning

	4.1.3
	Requirements Development and Analysis Support

	4.1.6
	Program Management Support

	4.1.7
	Product Data

	4.1.8
	IT Services Management Support

	4.2
	Systems/Software Engineering

	4.2.4
	Enterprise Application/Services

	4.2.9
	System/Software Integration

	4.2.10
	Engineering and Technical Documentation

	4.4
	Test and Evaluation

	4.8
	Operations and Maintenance (O&M)

	4.8.2
	Application Support

	4.8.5
	Disaster Recovery (DR) and Continuity of Operations (COOP)

	4.9
	Cyber Security



3.2 [bookmark: _Toc256000004][bookmark: _Toc300062768][bookmark: _Toc154056610]ORDER TYPE
The effort shall be proposed on a Firm Fixed Price (FFP) basis.

4.0  [bookmark: _Toc256000005][bookmark: _Toc154056611][bookmark: _Toc251331940][bookmark: _Ref252782779][bookmark: _Ref252782791]PERFORMANCE DETAILS

4.1 [bookmark: _Toc256000006][bookmark: _Ref252977053][bookmark: _Toc154056612]PERFORMANCE PERIOD
The PoP shall be 12 months from date of award, with one (1) 12-month option period and two (2) Optional Tasks. 

4.2 [bookmark: _Toc256000007][bookmark: _Toc251331941][bookmark: _Ref252782809][bookmark: _Ref252782820][bookmark: _Toc154056613]PLACE OF PERFORMANCE
[bookmark: _Toc251331942][bookmark: _Ref252782839][bookmark: _Ref252782849]Efforts under this TO shall be performed at Contractor facilities. The Contractor shall identify the Contractor’s place of performance in their Task Execution Plan submission.

4.3 [bookmark: _Toc256000008][bookmark: _Toc154056614]TRAVEL OR SPECIAL REQUIREMENTS
The Government does not anticipate any travel to perform the tasks associated with the effort, throughout the PoP.

4.4 [bookmark: _Toc256000009][bookmark: _Toc300062773][bookmark: _Toc154056615]CONTRACT MANAGEMENT
All requirements of Sections 7.0 and 8.0 of the T4NG Basic PWS apply to this effort.  This TO shall be addressed in the Contractor’s Progress, Status and Management Report as set forth in the T4NG Basic contract.

4.5 [bookmark: _Toc256000010][bookmark: _Toc300062774][bookmark: _Toc154056616]GOVERNMENT FURNISHED PROPERTY
The Government has multiple remote access solutions available to include Citrix Access Gateway (CAG), Site-to-Site Virtual Private Network (VPN), and RESCUE VPN.
The Government’s issuance of Government Furnished Equipment (GFE) is limited to Contractor personnel requiring direct access to the network to: development environments; install, configure and run Technical Reference Model (TRM) approved software and tools (e.g., Oracle, Fortify, Eclipse, SoapUI, WebLogic, LoadRunner); upload/download/ manipulate code, run scripts, and apply patches; configure and change system settings; check logs, troubleshoot/debug, and test/QA.
When necessary, the Government will furnish desktops or laptops, for use by the Contractor to access VA networks, systems, or applications to meet the requirements of this PWS. The overarching goal is to determine the most cost-effective approach to providing needed access to the VA environment coupled with the need to ensure proper Change Management principles are followed. Contractor personnel shall adhere to all VA system access requirements for on-site and remote users in accordance with VA standards, local security regulations, policies and rules of behavior. GFE shall be approved by the COR and Program Manager on a case-by-case basis prior to issuance.
Based upon the Government assessment of remote access solutions and requirements of this TO, the Government estimates that the following GFE will be required by this TO:
1. 6 of standard laptops
2. 6 of developer-grade laptops

The Government will not provide IT accessories including but not limited to Mobile Wi-Fi hotspots/wireless access points, additional or specialized keyboards or mice, laptop bags, extra charging cables, extra Personal Identity Verification (PIV) readers, peripheral devices, or Random Access Memory (RAM) etc. The Contractor is responsible for providing these types of IT accessories in support of the TO as necessary and any VA installation required for these IT accessories shall be coordinated with the COR.
The Status of Government Furnished Equipment Report under the T4NG Basic Contract requirements is applicable to this TO and shall be delivered to the COR/VA PM as required.
The Contractor shall be provided access to Government Equipment such as servers, networks and information. The Contractor shall comply with VA information security and privacy policies and procedures as described in Section 6.1 of the Basic T4NG PWS.
The Government will provide access to VA’s JIRA/GitHub to provide a single Agile project/product application lifecycle management toolset to track execution details after Contractor personnel complete the training as required. To access VA’s JIRA/GitHub, the Contractor will require VA access. If the mandated toolset changes throughout the PoP of this task order (TO), then the Government will provide access to the new toolset.
The VA COR will provide the following Government Furnished Information (GFI) for performance of this TO:
1. Access to VA Project Management tools and repositories
2. SharePoint site and project site access
3. VA Account and Network Access (Virtual Private Network (VPN) or Citrix Access Gateway)
4. VA email account
5. VA Talent Management System (TMS)
6. All relevant project documents
7. Veterans Health Information Systems and Technology Architecture (VistA) Manuals -http://www.va.gov/vdl/application.asp?appid=40
8. Computerized Patient Record System (CPRS) Help Desk Services Knowledge Base Information

4.6 [bookmark: _Toc300062775][bookmark: _Toc256000011][bookmark: _Toc154056617]SECURITY AND PRIVACY
All requirements in Section 6.0 of the T4NG Basic PWS apply to this effort. Specific TO requirements relating to Addendum B, Section B4.0 paragraphs j and k supersede the corresponding T4NG Basic PWS paragraphs, and are as follows,
j. The vendor shall notify VA within 24 hours of the discovery or disclosure of successful exploits of the vulnerability which can compromise the security of the Systems (including the confidentiality or integrity of its data and operations, or the availability of the system). Such issues shall be remediated as quickly as is practical, but in no event longer than 3 days.
k. When the Security Fixes involve installing third party patches (such as Microsoft OS patches or Adobe Acrobat), the vendor will provide written notice to VA that the patch has been validated as not affecting the Systems within 10 working days. When the vendor is responsible for operations or maintenance of the Systems, they shall apply the Security Fixes within 3 days.

It has been determined that protected health information may be disclosed or accessed and a signed Business Associate Agreement (BAA) shall be required. The Contractor shall adhere to the requirements set forth within the BAA, referenced in Section D of the Request for Task Execution Plan (RTEP) and shall comply with VA Directive 6066.

4.6.1 [bookmark: _Toc256000012][bookmark: _Ref300062634][bookmark: _Ref300062646][bookmark: _Ref300062680][bookmark: _Toc300062776][bookmark: _Toc154056618]POSITION/TASK RISK DESIGNATION LEVEL(S)
In accordance with VA Handbook 0710, Personnel Security and Suitability Program, the position sensitivity and the level of background investigation commensurate with the required level of access for the following tasks within the PWS are:
Position Sensitivity and Background Investigation Requirements by Task
	Task Number
	Tier1 / Low Risk
	Tier 2 / Moderate Risk
	Tier 4 / High Risk

	5.1
	|X|
	|_|
	|_|

	5.2
	|_|
	|X|
	|_|

	5.3
	|_|
	|X|
	|_|

	5.4
	|_|
	|X|
	|_|

	5.5
	|_|
	|X|
	|_|

	5.6
	|_|
	|X|
	|_|

	5.7
	|_|
	|X|
	|_|



The Tasks identified above and the resulting Position Sensitivity and Background Investigation requirements identify, in effect, the Background Investigation requirements for Contractor individuals, based upon the tasks the particular Contractor individual will be working.  The submitted Contractor Staff Roster must indicate the required Background Investigation Level for each Contractor individual based upon the tasks the Contractor individual will be working, in accordance with their submitted proposal.

5.0  [bookmark: _Toc256000013][bookmark: _Toc251331945][bookmark: _Ref252783006][bookmark: _Ref252783012][bookmark: _Ref252783063][bookmark: _Ref252783161][bookmark: _Ref254597160][bookmark: _Ref254625493][bookmark: _Toc154056619]SPECIFIC TASKS AND DELIVERABLES
The Contractor shall perform the following tasks and provide the specific deliverables described below within the performance period stated in Section 4.1 of this PWS.
Agile project management is evolutionary (iterative & incremental) which regularly produces high quality results in a cost effective, timely, and highly collaborative manner. This requires open lines of communication among all participants contributing to a project/program/portfolio that include multiple consumers within the contracts and with other VA offices/activities.
Backlog grooming and prioritization are continued throughout the product lifecycle and shall be managed throughout the PoP.
The foundational structure for VA Agile development and project management can be found in the VIP Guide. The Contractor shall utilize VA-approved tools and Enterprise Program Management Office (EPMO) website templates for delivering project artifacts, managing project execution details, and managing artifact storage.

5.1 [bookmark: _Toc256000014][bookmark: _Toc154056620][bookmark: _Ref259632988]PROJECT MANAGEMENT

5.1.1 [bookmark: _Toc256000015][bookmark: _Toc154056621]CONTRACTOR PROJECT MANAGEMENT PLAN
The Contractor shall deliver a Contractor Project Management Plan (CPMP) that lays out the Contractor’s approach, timeline and tools to be used in execution of this TO effort.  The CPMP should take the form of both a narrative and graphic format that displays the schedule, milestones, risks and resource support.  The CPMP shall also include how the Contractor shall coordinate and execute planned, routine, and ad hoc data collection reporting requests as identified within the PWS.  The initial baseline CPMP shall be concurred upon and updated in accordance with Section B of the TO.  The Contractor shall update and maintain the VA Program Manager (PM) approved CPMP throughout the PoP. 
Deliverable:  
A. Contractor Project Management Plan

5.1.2 [bookmark: _Toc256000016][bookmark: _Ref259633002][bookmark: _Toc154056622]REPORTING REQUIREMENTS

The Contractor shall use the VA’s implementation of the JIRA/GitHub Toolset to provide a single Agile project/product lifecycle management tool to track execution details. The JIRA/GitHub Project/Product Data and Artifact Repository will be used to provide a single authoritative project for product data and artifact repository. All OI&T project data and artifacts will be required to be managed in this data and artifact repository daily. All checked out artifacts and data shall be checked back in daily. JIRA/GitHub synchronizes all changed information immediately for all team members to access work proficiently without the concern of working on aged information.
The Contractor shall use VA JIRA/GitHub to:
1. Input and manage scheduled project/product sprints and backlog
2. Input and manage project/product Agile requirements
3. Input and manage project/product risks and issues
4. Input and manage project/product configurations and changes
5. Input and manage project/product test plans and execution
6. Input and manage project/product planning and engineering documentation
7. Input and manage linkages to correlate requirements to change orders, configurable items, risks, impediments, and issues to test cases and test results to show full traceability.

The Contractor shall show all Agile requirements, changes, tests performed and test results in JIRA/GitHub to show evidence of code coverage and test coverage of all the requirements specified. This expectation will allow VA to have high confidence in a fully documented, requirements traceability matrix, as evidenced by data in the tools.
The Contractor shall deliver Biweekly (every two weeks) Status Reports detailing the status of all work efforts. These reports shall provide accurate, timely, and complete project information supporting reporting requirements. The Biweekly Status Report shall include the following data elements:
1. Project Name and Contract/TO Name
2. Overview and description of the Contract/TO Name
3. Overall high-level assessment of the Contract/TO Name progress
4. All work in-progress and completed during the reporting period
5. Identification of any Contract/TO Name related issues uncovered during the reporting period and especially highlight those areas with a high probability of impacting schedule, cost or performance goals and their likely impact on schedule, cost, or performance goals
6. Explanations for any unresolved issues, including possible solutions and any actions required of the Government and/or Contractor to resolve or mitigate any identified issue, including a plan and timeframe for resolution
7. Status on previously identified issues, actions taken to mitigate the situation and/or progress made in rectifying the situation.
8. Work planned for the subsequent four reporting periods, when applicable
9. Current Contract/TO Name schedule overlaid on original Contract/TO Name schedule showing any delays or advancement in schedule
10. Current definition the of user requirements / function points overlaid over the original function points and the last reported function points to specifically identify changes in the function points to be delivered since the previous report.
11. Workforce staffing data showing all Contractor personnel performing on the effort during the current reporting period. After the initial labor baseline is provided, each Biweekly Status Report shall identify any changes in staffing identifying each person who was added to the contract or removed from the contract.
12. Original schedule of deliverables and the corresponding deliverables made during the current reporting period.
13. Identification of a single Contractor Onboarding POC, the names of all personnel engaged on the task, their initial training date for VA Privacy and Information Security training, and their next required training date.

These reports shall not be the only means of communication between the Contractor, Contracting Officer Representative (COR) and the VA Program/Project Manager to advise of performance/schedule issues and to develop strategies for addressing the issues. The Contractor shall continuously monitor performance and report any deviation from the CPMP or previous Biweekly Status Report to the COR and VA Program/Project Manager during routine, regular communications.
Deliverable:
A. Biweekly Status Report

5.1.3 [bookmark: _Toc256000017][bookmark: _Toc154056623][bookmark: _Ref259786803]TECHNICAL KICKOFF MEETING
A technical kickoff meeting shall be held within 10 days after TO award.  The Contractor shall coordinate the date, time, and location (can be virtual) with the Contracting Officer (CO), as the Post-Award Conference Chairperson, the VA PM, as the Co-Chairperson, the Contract Specialist (CS), and the COR.  The Contractor shall provide a draft agenda to the CO and VA PM at least five (5) calendar days prior to the meeting.  Upon Government approval of a final agenda, the Contractor shall distribute to all meeting attendees.  During the kickoff-meeting, the Contractor shall present, for review and approval by the Government, the details of the intended approach, work plan, and project schedule for each effort via a Microsoft Office PowerPoint presentation.  At the conclusion of the meeting, the Contractor shall update the presentation with a final slide entitled “Summary Report” which shall include notes on any major issues, agreements, or disagreements discussed during the kickoff meeting and the following statement “As the Post-Award Conference Chairperson, I have reviewed the entirety of this presentation and assert that it is an accurate representation and summary of the discussions held during the Technical Kickoff Meeting for the Prescription Drug Monitoring Program (PDMP).  The Contractor shall submit the final updated presentation to the CO for review and signature within three (3) calendar days after the meeting.  The Contractor shall also work with the CS, the Government’s designated note taker, to prepare and distribute the meeting minutes of the kickoff meeting to the CO, COR and all attendees within three (3) calendar days after the meeting.  The Contractor shall obtain concurrence from the CS on the content of the meeting minutes prior to distribution of the document.

5.1.4 [bookmark: _Toc256000018][bookmark: _Toc154056624]VA MANDATORY TRAINING
The Contractor and VA Project Manager (PM) shall determine which team members require access to the VA network and JIRA/GitHub. All Contractors that require access shall complete all the required VA Talent Management System (TMS) training courses within fourteen (14) days of the identification of the access need. The Contractor shall work with its respective point of contact, to obtain access to TMS to complete the mandatory training courses.
As an action under the Continuous Readiness in Information Security Program (CRISP), VA's Assistant Secretary for Information and Technology issued a memorandum requiring all VA government and contract staff to complete information security awareness and applicable role- based training. The Contractor shall submit TMS Training Certificates of completion for VA Privacy and Information Security Awareness (PISA), Rules of Behavior (ROB), Health Insurance Portability and Accountability Act (HIPAA), and Role-Based trainings. The Contractor shall provide signed copies of the Contractor Rules of Behavior in accordance with Section 9, Training, from Appendix C of the VA Handbook 6500.6, “Contract Security”.
The Contractor shall complete the required VA TMS courses for all contractors with required access to JIRA/GitHub as required by VA OIT.
Contractors who have completed the required VA training courses within the past twelve (12) or twenty-four (24) months, depending on the training requirements, and have furnished training certificates to VA, will not be required to re-take the training courses.
Deliverables:
A. TMS Training Certificates
B. Signed Contractor Rules of Behavior

5.1.5 [bookmark: _Toc256000019][bookmark: _Toc154056625]ONBOARDING
The Contractor shall manage the onboarding of its staff. Onboarding includes steps to obtain a VA PIV card, network and email account, complete training, initiate background investigations, and gain physical and logical access. In addition, the Contractor shall identify individuals which may require elevated privileges to the necessary development and test environments for the various systems to be enhanced. After review between the Contractor and VA COR, a decision will be made by the VA COR as to the necessity of obtaining GFE for the onboarding staff. If approved by the VA COR, Contractor shall follow the appropriate steps to obtain the equipment.
A single Contractor Onboarding Point of Contact (POC) shall be designated by the Contractor that tracks the onboarding status of all Contractor personnel. The Contractor Onboarding POC shall be responsible for accurate and timely submission of all required VA onboarding paperwork to the VA COR. The Contractor shall be responsible for tracking the status of all its staff’s onboarding activities to include the names of all personnel engaged on the task, their initial training date for VA Privacy and Information Security training, and their next required training date. The Contractor Onboarding POC shall also report the status at the staff level during onboarding status meetings. The Contractor shall provide an Onboarding Status Report weekly for any staff with outstanding onboarding requests for review by the COR, VA PM and PM.
Deliverable:
A. Onboarding Status Report

5.1.6 [bookmark: _Toc256000020][bookmark: _Toc154056626]SCHEDULE MANAGEMENT
The Contractor shall create and maintain an Integrated Master Schedule (IMS) for all activities and full scope described in the PWS. The Contractor shall provide the IMS, using a COR approved tool with input from the VA PM. The IMS Work Breakdown Structure (WBS) shall reflect the Agile lifecycle and include tasks to capture effort driven activities and key incremental milestones (e.g. sprints, feature freeze, deployment of code to SQA and UAT, completion of PWS documentation, etc.). The IMS shall include internal interface milestones (outside the Contractor team but within the OIT project team) and external interface milestones (independent partner organizations or systems) in order to communicate the various multi-team activities that are critical to project success. The tasks should, at a minimum, be of enough detail to communicate the plan and steps required to execute the PWS, have logical relationships, and reflect the project schedule critical path. Long lead activities (e.g. environment access) and at- risk tasks should be captured in the IMS and highlighted as part of routine reporting.
The Contractor IMS shall align with overall project milestones as required and covered in this PWS. The Contractor shall consider external partner timelines and their impact on project success, as well as support any scheduling and planning discussions and as is appropriate, with dependent partners.
The Contractor shall provide biweekly schedule updates demonstrating: progress completion by task and highlighting any key shifts in duration, milestones or project schedule critical path to previously agreed IMS. The Contractor shall ensure alignment and collaboration with the overall Project IMS dates and progress.
The Contract shall provide ad-hoc updates and critical path updates as they arise and are beneficial to protect committed delivery timeline.
Deliverable:
A. Integrated Master Schedule

5.1.7 [bookmark: _Toc256000021][bookmark: _Toc154056627]CONFIGURATION MANAGEMENT
The Contractor shall:
1. Deliver a Recommended List of Configuration Items, which is input into the Configuration Management (CM) Plan, to be placed under configuration and change control. The Contractor shall identify types of configuration items pertaining to each product to be placed under configuration management. Based on EPMO requirements, and the unique needs or nature of each project, the Contractor shall determine the components within each project that must be under configuration control.
2. Use JIRA/GitHub as the VA approved tool and repository for all software source code and electronic artifact configuration and version management. The Contractor shall use JIRA/GitHub tool to manage change, activity, issue, action, risk, and other project data as prescribed by VA standards and processes. If assigned a project using tools that are being deprecated, the Contractor shall assist the VA Tools Team in migrating projects using other Change and/or Configuration Management tools to the JIRA/GitHub.
3. Ensure that all project software and non-software artifacts are versioned correctly according to VA standards and follow a build/release promotion versioning approach which identifies all major, minor, and update changes to the components.
4. Create Project and Product Artifacts baselined and versioned in the CM repository to allow the tool to show active and past histories of the check-ins and check-outs of all software components, data, and software project engineering documents. Maintain all baselines of software, software builds, and electronic artifacts in the repository, labeling updates and versions according to CM procedures.
5. Develop, verify and submit with all project build deliveries, a Version Description Document (VDD) that addresses the manifest of the contents of all software builds created for project releases outside the development environment.
6. Update the Production Operations Manual (POM) and the Deployment and Installation Guide if impacted by any releases.
7. Establish and maintain status reporting on change and configuration management activity and ensure JIRA/GitHub data records and artifacts are filed and updated daily.
8. Assist with setup of all needed environments in the middleware as required to complete required build development and testing. Coordinate with VA to ensure alignment with all development and test environments.
9. Support any security accreditation requirements to obtain/maintain approval, as required. Required artifacts must be obtained prior to build release and approval timelines, including all necessary security scanning and remediations, must be considered in build planning activities.
10. Ensure automated build tools are in compliance with the approved list from the One-VA TRM and code shall be demonstrable and stable enough to be promoted to another environment without issue by evidence of the status of tests and results in JIRA/GitHub.
Deliverable:
A. Version Description Document

5.2 [bookmark: _Toc256000022][bookmark: _Toc154056628]PDMP SOLUTION SUSTAINMENT
The Contractor shall maintain the existing VA PDMP Solution that enables Veterans Health Administration (VHA) users to query from Computerized Patient Records System (CPRS) all available state PDMPs through a clearinghouse both in real-time and with the ability to accommodate batch processing. 
Deliverable:
A. PMP Gateway license

5.2.1 [bookmark: _Toc256000023][bookmark: _Toc154056629]MIDDLEWARE REQUIREMENTS FOR NEW ONBOARDING STATES
The Contractor shall use InterSystems HealthShare, which is deployed within VA, to communicate between all VistA instances and the PDMP clearinghouse. The Contractor shall be a certified InterSystems HealthShare Implementation Partner. 
The Contractor shall make any necessary modifications and support implementation in order for the middleware to:
1. Receive PDMP query requests from each of the instances of VistA.
2. Send PDMP query requests to the clearinghouse.
3. Return error responses to VistA if the clearinghouse is unavailable.
4. Receive PDMP query responses from the clearinghouse.
5. Write PDMP query response data to instances of VistA.
6. Maintain system logging in VistA for every transaction passed through the middleware as part of the PDMP Solution.

5.2.2 [bookmark: _Toc256000024][bookmark: _Toc154056630]CLEARINGHOUSE REQUIREMENTS
The connection to the PDMP clearinghouse, in the form of the PMP Gateway, shall continue to be hosted in an external cloud environment. The SaaS must maintain FedRAMP Authorization by adhering to the FedRAMP Continuous Monitoring Guide, which also complies with the Federal Information Security Management Act (FISMA). The PDMP clearinghouse shall have an available test environment, and should continue to have the following capabilities:
1. Is connected to all existing State PDMPs to include Puerto Rico, Guam, the District of Columbia, and Federal (DoD), and will be updated to connect to any new operational State PDMPs.
2. Is connected to the VA middleware, in order to connect to all of the VistA instances.
3. Use industry standard Application Programming Interfaces (APIs) to receive and return PDMP query requests/responses from the VA middleware.
4. Provide an audit record for every query processed for any authorized user regardless of the outcome of the query.
5. Query all existing states for every PDMP query originating from VA, in compliance with Federal MISSION Act Section 134, which supersedes existing state sharing regulations.
6. Return all available data with identifiers that match the patient from the query.
7. In the case of potentially matching data, the returned response will include a message notifying of data that may match the queried patient.
8. Return descriptive error messages for failed queries.
9. Return descriptive messages for queries that succeeded but retrieved no PDMP data for the queried patient.

5.2.3 [bookmark: _Toc256000025][bookmark: _Toc154056631]NON-FUNCTIONAL REQUIREMENTS
The PDMP Solution shall continue to comply with non-functional requirements that assures performance, reliability, and security. Compliance requires that the solution provides capacity for all registered VA users including providers with Drug Enforcement Administration (DEA) registration, their delegates, and pharmacists with National Provider Identifier (NPI) numbers, estimated up to 100,000 nonconcurrent users. Returns requested data within 15 seconds. Supports the return of responses with large amounts of data. Functions according to stated business requirements 99.9% of the time outside of scheduled maintenance windows.
1. Notifies the VHA clinician, delegate, or administrative personnel in instances when and why the query has failed.
2. Captures the specifications of the clearinghouse availability/uptime and response time and maintenance windows within the Service Level Agreement (SLA) of the clearinghouse.
3. Provides system logging, to include storage of the duration and frequency of times system is not available along with the specific reasoning/error codes.

5.3 [bookmark: _Toc256000026][bookmark: _Toc154056632]PDMP SOLUTION ENHANCEMENTS 
The Contractor shall provide enhancements for functional and non-functional PDMP Solution capabilities. These enhancements are documented in the PDMP backlog for future work in JIRA/GitHub. Some of these non-functional enhancements include adaptive/preventative maintenance activities. Examples include, but are not limited to, regulatory changes, Congressional actions, VA mandates, and changes required to maintain interoperability with key systems such as Identity and Access Management (IAM), VA Enterprise Cloud and Corporate Data Warehouse (CDW) (or equivalent), scheduled maintenance, activities to retain or restore the solution (such as testing, measurements, replacements, and adjustments), and other routine work required to maintain and/or enhance the solution.

5.3.1 [bookmark: _Toc256000027][bookmark: _Toc154056633]PLANNING
The Contractor shall participate in project planning with VA stakeholders, to include requirements assessment, design, development, and testing. The Contractor shall collect, draft, coordinate, enter, and update project planning data in JIRA.
The Contractor shall continuously support the installation and configuration to complete the epics and user stories used to complete any agile development.
The Contractor shall participate in sessions with the VA team to properly understand and elaborate business agile requirements. The outcome of these sessions shall be a review of, and agreement to, the user stories, including user stories added as a result of backlog grooming by decomposing epics, business requirements, business rules, requirements visualizations and user story elaborations.
The Contractor shall:
1. Assist in assuring that all epics, including Mandatory OI&T Compliance Epics, are identified, included, prioritized, and sized as appropriate within the overall product backlog grooming effort.
2. Coordinate with VA during planning sessions identifying all features the team considers relevant to building the solution.
3. Work with application subject matter experts and facilitate any stakeholder briefings, meetings and elicitation sessions.
4. Execute their assigned requirements reviews with stakeholders and record results and update requirements data as a result of the reviews.
5. Identify the development and test environment access that is needed 30 days prior to the build start.
6. Assist in assuring that all epics, stakeholder needs, visualizations, stories, and other sources of requirement information for functional and non-functional requirements are input and maintained in JIRA. All requirement data is under change control and is fully linked to work items that show traceability to design changes, configurable items, test cases, and test results.


5.3.2 [bookmark: _Toc256000028][bookmark: _Toc154056634]TESTING
The Contractor shall adopt Agile best practices for integration testing. The Contractor shall provide input to the Master Test Plan, in VA’s implementation of JIRA tool, within 15 days after the Technical Kickoff Meeting. The Contractor shall conduct test phases (e.g. unit, system, reliability, interoperability, security, performance) throughout the Software Lifecycle (SLC) (e.g. user story, sprint, build, release) using industry best practices of continuous integration methods and automated regression testing utilities using VA TRM approved tools. The Contractor shall record all planned tests in the JIRA. The Contractor shall conduct testing related to non-functional requirements (e.g. load, performance, installation, back-out, and rollback).
The Contractor shall provide Test Data and Test Cases in the JIRA following the templates and data requirements associated with each test objective in each phase of the SLC. 
The Contractor shall support other required tests and Test Readiness, to include Integration, End-to-End (PDMP clearinghouse to targeted system) testing, technical standards, architectural compliance, user acceptance testing, audits, and reviews. The Contractor shall test the request and response APIs, and modify if necessary.
The Contractor shall ensure that results of all assessments of the project performed by the Contractor or by VA offices are consolidated into JIRA for planning and status reporting.
The Contractor shall develop and manage test data that shall be used for testing. Test data files shall include all the information that will be submitted to VA and accessed by business processes. The Contractor shall clarify the business requirements associated with the test data. The Contractor shall ensure that the test data size and information contained is adequate to conduct performance type testing in addition to negative and positive tests. The Contractor shall assist with the development of data needed during the defined test phases.
The Contractor shall ensure the identified VA approved version control tool data is up-to-date daily so that VA stakeholders can access the information in an accurate and timely status. The Contractor shall log all identified defects during testing with the associated severity level and current disposition in identified VA approved version control tool. The Contractor shall facilitate test status and defect review meetings.
Deliverables:
A. Test Data
B. Test Cases
C. Test Results

5.3.3 [bookmark: _Toc256000029][bookmark: _Toc154056635]ENHANCEMENT WARRANTY
Upon completion of the product build release, for a period of 90 days each, the Contractor shall provide defect management support and coordination. The Contractor shall provide defect repair support to VA as the software is released into production. Defect correction can be planned for a patch to the existing production version or will be placed in the product backlogs for sustainment. Defects may be identified by the Government Project Manager, users, Help Desk, or Business/Product Owners as communicated through the COR. For each defect identified, the Contractor shall triage the defect in accordance with the table below, identify a resolution for the defect, and provide a plan for resolution, including timeline and impacts to the code and updates to JIRA. The Contractor shall deliver a Monthly Post Deployment Support Report and Monthly Defect Resolution Plan and follow escalation procedures as necessary with the COR. Following COR approval of the Defect Resolution Plan, the Contractor shall execute the approved plan.

RESPONSE TIMES FOR TIER 2 AND TIER 3
	Severity Code
	Tier 2 Initial Response to Customer
	Tier 2 escalates to Tier 3 for initial contact
	Tier 3 response to Tier 2
	Tier 2 requests updates from Tier 3 based on SLA resolution
	Resolution Time based on SLA from time incident initially reported

	1 – Critical
	15 minutes
	0-15
minutes
	15
minutes
	On call until issue resolved or hourly status check
	0-2 business hours

	2 –
Serious
	1 hour
	30 minutes
	1 hour
	On call until issue resolved or hourly status check
	2-4 business hours

	3 –
Moderate
	4 hours
	1 hour
	4 hours
	Daily
	4-8 business hours



Deliverables:
A. Monthly Post Deployment Support Report
B. Monthly Defect Resolution Plan

5.4 [bookmark: _Toc256000030][bookmark: _Toc154056636]ASSESSMENT AND AUTHORIZATION (A&A) SUPPORT
The Contractor shall provide support, applicable documentation, and coordination to ensure consistency with security accreditation requirements. The Contractor shall ensure that the solution meets VA information security policies and standards to facilitate the successful completion of the A&A process.
The Contractor shall:
1. Support Field Security Services (FSS), Information Security Officers (ISOs), and Office of Cyber Security (OCS) Security Control Assessment (SCA) team for VistA assessment requirements as detailed in VA Directive and Handbook 6500 Information Security Program, VA Handbook 6500.3 Certification and Accreditation of VA Information Systems.
2. Conduct cybersecurity software code quality testing and validation of all software code and provide certified scan report results validating the required code quality, as an addendum to the Monthly Status Report.
3. Security scanning shall be performed by multiple methods and is done multiple times throughout the course of a project.
4. Assist VA to identify, document, review, and maintain the A&A Artifacts as needed to support an Authorization to Operate (ATO) request in accordance with VA policy and Federal Law and guidelines, as detailed in National Institute of Standards and Technology (NIST) Special Publication (SP) 800-37 Rev 1 Guide for Applying the Risk Management Framework to Federal Information Systems: A Security Life Cycle Approach. Updates must be performed monthly. Where applicable, the Contractor shall assist with the VA ATO Process to achieve agency authorization of the cloud service or migrated application including security scanning.
5. Create and obtain signed Memorandum of Understanding (MOU) / Interconnection Security Agreement (ISA) as necessary.
6. Comply with FedRAMP requirements as mandated by Federal laws and policies, including making available any documentation, physical access, and logical access needed to support this requirement.
7. Follow guidance from the Federal CIO, VA will utilize existing JAB ATO or agency ATO issued by another agency as a starting point for FedRAMP requirements. If neither of those exist, VA will sponsor FedRAMP ATO. VA will be using the FedRAMP baselines as a starting point, since they are specifically tailored for cloud services.

If new or unanticipated threats or hazards are discovered by either VA or the Contractor, or if existing safeguards have ceased to function, the discoverer shall immediately bring the situation to the attention of the other party in accordance with the security Appendix B. Furthermore, the Contractor shall not release any data without the consent of VA in writing. All requests for release must be submitted in writing to the COR/CO.
Additionally, the Contractor shall provide input into any aspect (e.g. documentation, code, etc.) of the development based on comments from the A&A review process conducted. A&A Artifacts include the following:
1. System Security Plan (SSP)
2. Security Configuration Plan (SCP)
3. Information System Contingency Plan (ISCP) (coordinate with Office of Business Continuity)
4. Incident Response Plan (IRP)
5. Privacy Impact Assessment (PIA) (coordinate with Office of Privacy)
6. Risk Assessment (RA) (coordinate with Office of Risk Management and Incident Reporting)
7. Security Configuration Checklist (SCC)

Deliverable:
A. Signed MOUs / ISAs

5.5 [bookmark: _Toc256000031][bookmark: _Toc154056637]PDMP TRANSACTION DASHBOARD
The Contractor shall provide updates to the PDMP Transaction Dashboard including but not limited to functionality to the trend graphs, data tables, and transaction outcome for the following reports:
· Summary Query Transactions Report
· Daily Transactions Totals Report
· Daily Failed Transactions by Error Type Report
· Daily Failure Rates Report
· Daily Failure Rates by Error Type Report
· [bookmark: _Hlk154056692]Two-Week/Monthly Transactions Totals Report
· Two-Week/Monthly Failed Transactions by Error Type Report
· Two-Week/Monthly Failure Rates Report
· Two-Week/Monthly Failure Rates by Error Type Report
· Custom Transactions Report / Custom Transactions Daily Report

The Contractor shall provide maintenance and updates for integrated components that supports the PDMP Transactions Dashboard, which includes but not limited to: 
· Extract, Transform and Load (ETL) jobs from the existing InterSystems HealthShare Audit Trails and Node Authentication (ATNA) audit logs from the Veterans Data Integration and Federation (VDIF) Platform.
· Integration with Identity and Access Management (IAM)’s Single Sign-On Internal (SSOi) service.
· PDMP databases and servers on the DAS (Data Access Services) Platform-as-a-Service (PaaS) cloud-hosted Platform.
· Allowing connection to PDMP Query Transaction Dashboard via API

5.6 [bookmark: _Toc256000032][bookmark: _Toc154056638]OPTIONAL BUILDS (OPTIONAL TASK 1 – FFP NTE)
If this optional task is exercised by VA, the Contractor shall provide all the services and deliverables identified in Sections 5.1 and 5.3 through 5.5 and all applicable subparagraphs. The price for each build shall be negotiated on a FFP basis prior to each exercise of this optional task. The Government will utilize the proposed firm fixed price labor rates which shall be incorporated into the order at time of award as set forth in the Price Schedule. The optional task may exceed the period of performance in which it is exercised in but cannot exceed the total life of the task order and shall be completed NLT 210 days from date of task exercise. It is anticipated that this task may be exercised up to a total of 20 times, throughout the life of the task order.
VA may exercise Optional Task(s) 1 upon written notification from the Contracting Officer. Each Planning Phase will be considered complete upon COR acceptance of the deliverables, reflecting the agreed upon Definition of Done to be completed in that build. Upon COR acceptance, the Build Phase shall begin and will be considered complete upon COR acceptance of the deliverables reflecting the agreed upon Definition of Done to be completed in that build.
Builds for this Optional Task(s) may include, but are not limited to, the following capabilities:
· Ensure that the delivered solution supports auto triggered individual queries that occur when certain conditions are met, such as when patients are checked in for scheduled or unscheduled appointments. Currently identified clinics that would require this mechanism are:
· Scheduled appointments: Primary Care; Mental Health; Endocrinology; Neurology; Surgical; Anesthesia; Pain; Physician Management & Rehabilitation clinics
· Unscheduled appointments: all clinics listed above, plus Emergency Department
· Ensure solution supports the request and response of batch queries, on large, defined cohorts of patients, such as all patients assigned to a specific Primary Care Team. Batch queried response data shall be returned in a consumable format for end VA systems. The solution shall support the generation of an audit record for each individual that was included in the batch query.
· Store the results of all PDMP queries in a VA-owned database. Data shall be available for existing and future reporting systems.
· Develop reporting tools that can access a searchable database that holds the results of batched queries.
· Perform necessary data transformation to the PDMP query response to convert response into an XML format with discrete data elements that can be received by VistA.
· Allow for filtering of returned PDMP data fields before they are provided to VistA.

Upon request from the Contracting Officer, the Contractor shall provide VA with a written proposal detailing the requirements, resources and pricing, utilizing the labor categories and rates set forth in the Price Schedule. VA will perform an analysis to determine if the approach and technical and price proposed are reasonable.

5.7 [bookmark: _Toc256000033][bookmark: _Toc154056639]TRANSITION SUPPORT (OPTIONAL TASK 2)
The Contractor shall provide a Transition Plan for sixty (60) days of outgoing transition support for transitioning work from this TO to a Government entity or to another Contractor. In accordance with the Government-approved plan, the Contractor shall assist the Government in implementing a complete transition from this TO to a new support provider or Government. This plan shall include formal coordination with Government staff and successor staff and management. It shall also include delivery of copies of all artifacts delivered under this contract, not previously delivered in JIRA/GitHub, as well as existing policies and procedures and delivery of baseline metrics and statistics. This Transition Plan shall include:
1. Coordination with Government representatives.
2. Review, evaluation, and transition of current support services.
3. Transition information of historical data to a new Contractor.
4. Transition of tool accounts.
5. Transfer of all necessary business and/or technical documentation and ensure they are accessible.
6. Orientation phase and program to introduce Government and Contractor personnel, programs, and users to the Contractor's team, tools, methodologies, and business processes.
This list shall be finalized upon full Government acceptance of the asset because documentation and other assets may change based upon the development Contractors’ remediation of defects effort during Deployment Support. This document includes all software assets, specification of support environments, tools; hardware and software licenses, warranties, and maintenance agreements; documentation, and any other assets that must be maintained throughout the asset lifecycle. The finalized asset list shall be delivered as a Certificate of Transition Completion for all Assets, which will be signed by the Development PM and the Receiving Organization to indicate acceptance.
Deliverables:
A. Transition Plan
B. Certificate of Transition Completion for all Assets

5.8 [bookmark: _Toc256000034][bookmark: _Toc154056640]OPTIONAL PERIOD
If Option Period One is exercised by the Government, all the tasks and deliverables in Sections 5.1 through 5.5 shall apply.

6.0  [bookmark: _Toc256000035][bookmark: _Toc154056641]GENERAL REQUIREMENTS

6.1 [bookmark: _Toc256000036][bookmark: _Toc154056642]PERFORMANCE METRICS
The table below defines the Performance Standards and Acceptable Levels of Performance associated with this effort.
	Performance Objective
	Performance Standard
	Acceptable Levels of Performance

	A. Technical / Quality of Product or Service
	1. Shows understanding of requirements
2. Efficient and effective in meeting requirements 
3. Meets technical needs and mission requirements
4. Provides quality services/products
5. Incorporates “ease of use” Human Centered Design principles in any software developed.
	Satisfactory or higher

	B. Project Milestones and Schedule
	1. Quick response capability
2. Products completed, reviewed, delivered in accordance with the established schedule
3. Notifies customer in advance of potential problems
	Satisfactory or higher

	C. Cost & Staffing
	1. Currency of expertise and staffing levels appropriate
2. Personnel possess necessary knowledge, skills and abilities to perform tasks

	Satisfactory or higher

	D. Management
	1. Integration and coordination of all activities to execute effort
	Satisfactory or higher



The COR will utilize a Quality Assurance Surveillance Plan (QASP) throughout the life of the TO to ensure that the Contractor is performing the services required by this PWS in an acceptable level of performance.  The Government reserves the right to alter or change the QASP at its own discretion.  A Performance Based Service Assessment will be used by the COR in accordance with the QASP to assess Contractor performance. 

6.2 [bookmark: _Toc256000037][bookmark: _Toc154056643]SECTION 508 – INFORMATION AND COMMUNICATION TECHNOLOGY (ICT) STANDARDS 
[bookmark: _Hlk526253028]On January 18, 2017, the Architectural and Transportation Barriers Compliance Board (Access Board) revised and updated, in a single rulemaking, standards for electronic and information technology developed, procured, maintained, or used by Federal agencies covered by Section 508 of the Rehabilitation Act of 1973, as well as our guidelines for telecommunications equipment and customer premises equipment covered by Section 255 of the Communications Act of 1934. The revisions and updates to the Section 508-based standards and Section 255-based guidelines are intended to ensure that information and communication technology (ICT) covered by the respective statutes is accessible to and usable by individuals with disabilities.
The following Section 508 Requirements supersede Addendum A, Section A3 from the T4NG Basic PWS.
[bookmark: _Hlk526253068]The Section 508 standards established by the Access Board are incorporated into, and made part of all VA orders, solicitations and purchase orders developed to procure ICT.  These standards are found in their entirety at: https://www.access-board.gov/guidelines-and-standards/communications-and-it/about-the-ict-refresh/final-rule/text-of-the-standards-and-guidelines.  A printed copy of the standards will be supplied upon request. 
Federal agencies must comply with the updated Section 508 Standards beginning on January 18, 2018. The Final Rule as published in the Federal Register is available from the Access Board: https://www.access-board.gov/guidelines-and-standards/communications-and-it/about-the-ict-refresh/final-rule. 
The Contractor shall comply with “508 Chapter 2: Scoping Requirements” for all electronic ICT and content delivered under this contract. Specifically, as appropriate for the technology and its functionality, the Contractor shall comply with the technical standards marked here: 
|X|	E205 Electronic Content – (Accessibility Standard -WCAG 2.0 Level A and AA Guidelines)
|X|	E204 Functional Performance Criteria
|X|	E206 Hardware Requirements
|X|	E207 Software Requirements
|X|	E208 Support Services and Documentation Requirements


6.2.1 [bookmark: _Toc256000038][bookmark: _Toc154056644]COMPATIBILITY WITH ASSISTIVE TECHNOLOGY
[bookmark: _Toc403393756]The standards do not require installation of specific accessibility-related software or attachment of an assistive technology device. Section 508 requires that ICT be compatible with such software and devices so that ICT can be accessible to and usable by individuals using assistive technology, including but not limited to screen readers, screen magnifiers, and speech recognition software.

6.2.2 [bookmark: _Toc256000039][bookmark: _Toc154056645]ACCEPTANCE AND ACCEPTANCE TESTING
Deliverables resulting from this solicitation will be accepted based in part on satisfaction of the Section 508 Chapter 2: Scoping Requirements standards identified above.
The Government reserves the right to test for Section 508 Compliance before delivery.  The Contractor shall be able to demonstrate Section 508 Compliance upon delivery.

6.3 [bookmark: _Toc256000040][bookmark: _Toc154056646]SHIPMENT OF HARDWARE OR EQUIPMENT
Not applicable

6.4 [bookmark: _Toc256000041][bookmark: _Toc154056647]ENTERPRISE AND IT FRAMEWORK
Not applicable



	EID
	Enhancement Title
	Enhancement Description/Notes
	Priority
	Owner(s)

	1
	Disable/Remove CPRS GUI option
	Disable/Remove the ability for local sites to remove the PDMP Query Button from the CPRS Ribbon and the Tools Menu. 

Justification: The PDMP Integrated Solution must support needs for querying the PDMP outside of controlled substance prescribing workflows, among other reasons.
	(1) High
	CPRS Developers

	2
	Add new “Resident” role to the PDMP Integrated Solution 
	Incorporate Residents who are currently only allowed to query as delegates because they are blocked from using an institutional DEA#.

PDMP-831: Update VistA with a list of taxonomies/person classes that allow the role for a Medical Resident without DEA Number.

Justification: It places a significant burden on Attendings and often delays obtaining relevant information.

NOTE: Some facilities refer to additional trainee roles as HPTs (MD/DO/APRN/PA trainees). Potential need to add a separate role for them.
	(1) High
	CPRS Developers, VDIF, Bamboo Health

	3
	Enhance PDMP Report for Readability
	Would like to address some HCD heuristics violations on the current PDMP report (e.g., no patient/multiple patient match banners).
	(1) High
	Bamboo Health

	4
	Add discrete data to the PDMP VistA Audit Log File
	Business need: capture the findings option selected (canned responses) at the creation of a PDMP note using the PDMP Integrated Solution.
	(1) High
	CPRS Developers

	5
	API Connection to PDMP Query Transaction Dashboard
	Ability to populate PDMP Query Transaction Dashboard data into other VA clinical decision support tools such as the VA PDMP Dashboards.
	(1) High
	Dashboard Owners, VDIF (data source)

	6
	Set up DEA/NPI expiration alerts
	Automatically alert PDMP end users 30 days prior to their DEA/NPI expiration date.
	(3) Low
	CPRS Developers

	7
	Update to PDMP TIU Note Text
	Change any mention of “Appriss” to “Bamboo Health”
	(2) Medium
	CPRS Developers

	8
	Updates to Ad Hoc Health Summary Report Text
	1. Request per Privacy Office: “Disclosed To” Column no longer needs to differentiate between integrated and manual PDMP queries. Can now just read “State PDMP”.

2. Request per Privacy Office: Change current “Info Disclosed” canned text to “Patient demographics, including name, date of birth and other identifiers required by the PDMP”.
	(2) Medium
	CPRS Developers

	9
	Add “Last Queried” dates to the TIU PDMP Note
	Like the existing hover functionality over the PDMP Query Button on the CPRS Ribbon, add Date/Time/Provider info of last PDMP Query.
	(3) Low
	CPRS Developers

	10
	Add new PDMP Population Management Functionality
	Allow the option for PDMP end users to query multiple patients at a time (Batch Query)

Justification: There is a need for primary care and specialty clinics to incorporate the ability to query multiple patients for PDMP checks in preparation for upcoming appointments.
	(3) Low
	CPRS Developers, VDIF, Bamboo Health

	11
	Add STORM info to TIU PDMP Note
	1. Add most recent Data Based Risk Review Note information (Date/Time/Provider).

2. Add a link to STORM
	(3) Low
	CPRS Developers

	12
	Allow option to indicate mononyms in PDMP Query
	Some patients only have one name in the EHR. Would like an “Advanced Search” mechanism for patients with one name (mononym)
	(3) Low
	CPRS Developers, VDIF, Bamboo Health

	13
	Add new indicator to PDMP Report
	Some patients have animals that are prescribed controlled substances. Would like a way to add space/indicator to differentiate Pet Prescriptions on the PDMP Report.
	(3) Low
	Bamboo Health

	14
	Allow the ability to parse/analyze prescription data via XML.
	PDMP-54: Set-up Initial Configuration to Support Storage of PDMP Report and Data.

PDMP-940: Compile summary findings of PDMP data from Report.

PDMP-941: Enhance Reporting Dashboard to allow authorized users to generate analytic reports from available PDMP data stored in VA SORN
	(3) Low
	CPRS Developers, VDIF, Bamboo Health

	15
	Track and incorporate PDMP Query Transactions Dashboard enhancements
	PDMP-943: Capture and Document Potential Middleware/Reporting Dashboard Enhancements
	(1) High
	VDIF, Vendor

	16
	ATO and FEDRAMP Updates
	PDMP-945: PDMP System Security Compliance Monitoring
	(1) High
	Vendor

	17
	Automated Testing
	PDMP-165: Configure the middleware to support automated testing
	(3) Low
	VDIF



Request for Information 
[bookmark: _Hlk129867924]VA Prescription Drug Monitoring Program (PDMP) Sustainment Support Services
VA-24-00010649
1. Introduction

This action may be competed under the Transformation Twenty One Total Technology Next Generation multiple award, indefinite delivery, indefinite quantity contract using fair opportunity procedures in accordance with Federal Acquisition Regulation 16.505.  One of the main purposes of issuing this RFI is to determine the availability of SBA Veteran Small Business Certification (VetCert) verified Service-Disabled Veteran-Owned Small Businesses (SDVOSBs) and Veteran Owned Small Businesses (VOSBs) that are capable of providing the services identified in the attached Performance Work Statement (PWS). An SDVOSB/VOSB company that is not registered and certified in SBA VetCert (https://veterans.certify.sba.gov/#home) should not respond to this notice.
 
This Request for Information (RFI) is for planning purposes only and shall not be considered an Invitation for Bid, Request for Task Execution Plan, Request for Quotation or a Request for Proposal.  Additionally, there is no obligation on the part of the Government to acquire any products or services described in this RFI.  Your response to this RFI will be treated only as information for the Government to consider.  You will not be entitled to payment for direct or indirect costs that you incur in responding to this RFI.  This request does not constitute a solicitation for proposals or the authority to enter into negotiations to award a contract.  No funds have been authorized, appropriated or received for this effort.  Interested parties are responsible for adequately marking proprietary, restricted or competition sensitive information contained in their response.  The Government does not intend to pay for the information submitted in response to this RFI.

The North American Industry Classification System (NAICS) for this requirement is 541512 with a size standard of $34 million.  

2. Submittal Information:

All responsible sources may submit a response in accordance with the below information.  

There is a page limitation for this RFI of 10 pages.  The Government will not review any other information or attachments included, that are in excess of the 10 page limit. NO MARKETING MATERIALS ARE ALLOWED AS PART OF THIS RFI.  Generic capability statements will not be accepted or reviewed.  Your response must address capabilities specific to the services required in the attached PWS and must include the following:

a. Interested Vendors shall at a minimum, provide the following information in the initial paragraph of the submission:

Name of Company
Address
Point of Contact
Phone Number
Fax Number
Email address
Company Business Size and Status
For VOSB and SDVOSBs, proof of verification in VIP.	
NAICS code(s)
Socioeconomic data
Data Universal Numbering System (DUNS) Number
Existing Contractual Vehicles (GWAC, FSS, or MAC)

b. Provide a summary of your capability to meet the requirements contained within the draft PWS for the following areas:

i. Provide a summary of your technical capability to meet the PWS requirements. 

ii. The Government requires the current solution to continue to be fully functional.  Provide the methodology that will be used to ensure this.  


iii. Considering the HealthShare requirements, will the vendor have certified HealthShare partners on their team?

iv. Provide a Rough Order of Magnitude for the base period of performance as it applies to the work in paragraphs 5.1-5.5 at the task level of detail, including all estimated Other Direct Costs

v. Provide your assessment of the feasibility to include PDMP data from individual PDMPs through RxCheck, that can be integrated into the existing solution.  


c. Corporate experience or expertise in performing these services and specific examples or references.  Specific examples or references provided must include the agency, point of contact, dollar value, and contract number.

d. Your company’s intent and ability to meet the set aside requirement in accordance with VAAR 852.219-73 VA Notice of Total Set-Aside for Certified Service-Disabled Veteran-Owned Small Businesses (JAN 2023)(DEVIATION) and 13 CFR §125.6, which states the contractor will not pay more than 50 percent of the amount paid by the Government to it to firms that are not SDVOSBs. Your response shall include information as to available personnel and financial resources; full names of proposed team members and the PWS requirements planned to be subcontracted to them, which must include the prime planned percentage or the names of the potential team members that may be used to fulfill the set aside requirement. 

e. Has the draft PWS provided sufficient detail to describe the technical requirements that encompass the software development and production operations support services to be performed under this effort. 

______ YES _______ NO (if No, answer question f)

f. If “NO”, please provide your technical comments/recommendations on elements of the draft PWS that may contribute to a more accurate proposal submission and efficient, cost effective effort.

 

[bookmark: _Hlk534957808]Responses are due no later than 10:00AM EST, on January 18, 2024. In the event that ATOMS is unable to be utilized, please email to Edward Olivo-Cruz, Contract Specialist at Edward.Olivo-Cruz@va.gov and Meghan McCloskey, Contracting Officer at Meghan.McCloskey@va.gov.  Please note “VA Prescription Drug Monitoring Program (PDMP) Sustainment Support Services” in the subject line of your response.  Mark your response as “Proprietary Information” if the information is considered business sensitive.  The email file size shall not exceed 5 MB.  
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